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SaskTel Cyber 
Security Bundles
Your business deserves a trusted technology partner 
dedicated to helping you keep your sensitive data safe and 
secure.

Network and data security are more important than ever
Cyber attacks on businesses have quickly evolved from targeted to 
mass-produced threats. A successful attack can have devastating 
consequences on a business including financial loss, legal implications, 
and even forcing businesses to shut down. However, our Cyber Security 
Bundles offer a straightforward solution for network protection, so you 
can focus on the core purpose of your business with the peace of mind 
that your sensitive information is secure.

FEATURES
ESSENTIALS 
SECURITY 
BUNDLE

ENHANCED 
SECURITY 
BUNDLE

Antivirus  

End Point Protection  

Email & Collaboration Protection  

Smart Network Firewall - Standard 

Smart Network Firewall - Advanced 

Cloud Backup  

Security Operations Centre 

Vulnerability Scanning 

Vulnerability Consultation (1 hour quarterly) 

Security eLearning 

Phishing Simulation 

Features:
Antivirus
Antivirus software is installed on your computer 
which prevents, scans, detects, and removes 
harmful viruses to keep your sensitive data safe 
from malicious software.

End Point Protection
Enables you to automatically eliminate and 
quarantine threats, remediate, and rollback any 
modifications or encryptions made by the threat.

Email & Collaboration Protection
Prevents the spread of malware through emails. 
Threats will automatically be isolated to the end 
point device by disabling the account’s ability to 
send emails.

Smart Network Firewall Standard & Advanced
Provides you with a monitored and managed 
Firewall with features such as:

	› Intrusion prevention and detection
	› Advanced Anti-Malware and phishing 

protection
	› Virtual Private Network (VPN)

Cloud Backup
Backs up critical information to our data centres 
that can be retrieved quickly and easily in the event 
of a cyber attack.

Security Operations Centre
We provide you with an active role in monitoring, 
configuration management, and remediation 
activities for your network environment.

Vulnerability Scanning
External and internal network testing is performed 
on a monthly basis to identify any vulnerabilities.

Vulnerability Consultation
Access to one-hour quarterly consults with a 
cyber security professional to assist with building 
a remediation plan based on the results from the 
scanning reports.

Security eLearning
Interactive, user and group-focused course 
developed by our Security Awareness training 
partner, SecuSolutions.

Phishing Simulation
Simulated real-world phishing attacks that are sent 
to users on a quarterly basis to identify areas of 
weakness.

Available Cyber Security Bundles:


